


“[I]t was revealed that hundreds of thousands of defense e-mails were turned over to the prosecution.”
“In the latest controversy, the prosecution gained access to about 540,000 emails from defense teams.”

-- This is patently FALSE.  First, no one knows from where this "540k" number comes and I would direct you to the 
defense counsel who allege this number.  The Enterprise Information Technology Services Directorate (EITSD) did 
not turn over any of the those emails to any attorneys—prosecution or otherwise.  IT has maintained possession of 
these emails and the prosecution attorneys do not have access to them.  Because no one has reviewed these 
emails, we simply do not know whether any of the emails included any defense emails.

 “Defense attorneys said military IT personnel unsuccessfully tried to refine their search parameters two more 
times—and in each case discovered more confidential material.”

-- The court wanted communications between the prosecution and the defense regarding waiver of appellate 
review.  The office of the Chief Prosecutor (OMC-P) asked their IT professional, he relayed to them that they had 
to go through OMC Security Department (now part of Washington Headquarters Services), and OMC Security 
relayed that they would have to contact the search technicians with OMC-P's search request.  OMC-P gave the 
search parameters to OMC Security (including the names of the relevant prosecutors and defense attorneys, 
identifying who was a prosecutor and who was a defense attorney), and OMC Security was supposed to properly 
communicate them to the search technicians.  The representative from OMC-Security miscommunicated the 
search parameters, which we asses is the likely reason it caused OMC-P to receive the privileged communications 
which, again, were never read by the prosecutors.

-- The IT search that generated 540,000 emails was the third search.  Again: no one has reviewed these emails, so 
we do not know if they include confidential material.  After the first search, prosecutors directed IT to deliver any 
search results to a privilege review team composed of attorneys from the DOD OGC who had no involvement in 
the Qosi case before the United States Court of Military Commission Review or the Cole and 9/11 trials.  IT has 
deleted the search results from the first two searches.

-- Finally, the Office of Military Commissions (OMC), in toto - including both defense and prosecution - suffered 
from a nearly catastrophic server 'crash,' that affected not only the main server, but both of its back-up servers. 
 The server 'crash,' coupled with the satellite latency issues that exist between computers here in the US and those 
at Guantanamo Bay, have caused losses of indiscriminate data across the OMC spectrum.  Of the nearly 400 gb of 
data originally 'lost,' there remain some 7 gb yet to be accounted for.  To be sure, this data loss - which affects the 
whole of OMC - is indeed indiscriminate and appears to be mostly affecting updates to pre-existing documents and 
new documents that were saved to the server and not e-mailed.

If you  have any follow-up questions, I'm happy to answer what I can.

Best regards,

Todd
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