
UNITED STATES DISTRICT COURT 

SOUTHERN DISTRICT OF TEXAS 

HOUSTON DIVISION 
 

AMERIFORGE GROUP, INC., a Texas 

corporation d/b/a AFGLOBAL 

CORPORATION 

§ 

§ 

§ 

 

 §  

                                               Plaintiff §  

 §  

versus § CIVIL ACTION 4:16-CV-00377 

 §  

FEDERAL INSURANCE COMPANY, an 

Indiana corporation admitted to conduct 

insurance business in Texas, including 

CHUBB & SON, A DIVISION OF FEDERAL 

INSURANCE COMPANY 

§ 

§ 

§ 

§ 

§ 

 

 §  

                                               Defendant §  

 

 PLAINTIFF’S FIRST AMENDED COMPLAINT   
 

TO THE HONORABLE ALFRED H. BENNETT: 

 

 COMES NOW, Ameriforge Group Inc., a Texas corporation, d/b/a AFGlobal Corporation 

(“AFGlobal”), Plaintiff in the above-styled cause, hereby complaining of Federal Insurance 

Company, an Indiana corporation admitted to conduct insurance business in Texas, including 

Chubb & Son, a division of Federal Insurance Company (“Federal” “Defendant” or if specifically 

concerning its Division Chubb & Son, hereafter referred to as “Defendant Federal including its 

Division Chubb & Son”), Defendant, and for this cause of action would show the Court as follows: 

I. PARTIES 

1. Plaintiff, Ameriforge Group Inc., a Texas for profit corporation, d/b/a AFGlobal 

Corporation is a Texas corporation with its principal place of business in Houston, Harris County, 

Texas. 
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2. Defendant Federal Insurance Company, including Chubb & Son, a Division of 

Federal Insurance Company, is an Indiana for profit corporation admitted to conduct insurance 

business in Texas, and doing business in the State of Texas, with its principal place of business at 

251 North Illinois, Suite 1100, Indianapolis, Indiana 46204.  Said Defendant has been served and 

has answered herein. 

II. JURISDICTION AND VENUE 

3. This Court has personal jurisdiction over Defendant because Defendant has 

continuous and systematic business contacts within the State of Texas.  Defendant removed the 

case to this Court from the 190th Judicial District Court of Harris County, Texas on February 12, 

2016. 

4. This Court has subject matter jurisdiction pursuant to 28 U.S.C. § 1332(a)(1) 

because the Plaintiff and the Defendant are citizens of different states and the amount in 

controversy exceeds $75,000, excluding interest and costs. 

5. Venue is proper in this district under 28 U.S.C. § 1391(a)(2) because a substantial 

part of the events or omissions giving rise to this claim occurred in this district. 

III. FACTS APPLICABLE TO ALL CAUSES OF ACTION 

6. On or about November 13, 2013, AFGlobal purchased from Defendant a certain 

insurance policy. A true and correct copy of this Policy is attached as Exhibit A to this First 

Amended Complaint (“Complaint”). The policy period in question provided coverage for losses 

by AFGlobal from October 31, 2013 to October 31, 2014.  

7. The policy limit is $3,000,000.00, subject to a $100,000.00 deductible. AFGlobal 

suffered a loss of $480,000.00 as a result of a fraudulent transfer of funds as described below.  



 

3 

8. The fraudulent emails made on Wednesday, May 21, 2014, and continuing to 

Tuesday May 27, 2014, included instructions received from a person believed to be Mr. Gean 

Stalcup, the CEO of AFGlobal Corporation, requesting AFGlobal to initiate a wire transfer to 

Agriculture Bank of China. The person sending the instructions was not Mr. Gean Stalcup and is 

referred to hereafter as the "Imposter." The employee was Glen Wurm, Director of Accounting of 

AFGlobal Corporation. The Imposter's email read: 

"Glen,  

 

I have assigned you to manage file T521.  

 

This is a strictly confidential financial operation, to which takes priority over other 

tasks.  

 

Have you already been contacted by Steven Shapiro (attorney KPMG)?  

 

This is very sensitive, so communicate with me through this email, in order for us 

not to infringe SEC regulations.  

 

Please do not speak with anyone by email or phone regarding this.  

 

Regards,  

Gean Stalcup." 

 

9. Approximately 30 minutes later, Mr. Wurm was contacted via phone and via email 

by a Mr. Shapiro stating that due diligence fees associated with the China acquisition in the amount 

of USD 480,000.00 were needed. Mr. Shapiro followed up via email with wiring instructions.  

10. Mr. Wurm engaged AFGlobal’s Cash Manager and AFGlobal’s Treasurer with 

transferring the funds under the full belief he was being instructed to do so by the CEO of the 

company and that confidentiality was very important. After the funds transfer was made, Mr. 

Wurm did not receive any further correspondence from the Imposter until Tuesday May 27, 2014, 

when the Imposter acknowledged receipt of the funds and asked Mr. Wurm to send an additional 
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USD 18 million. It was at this time Mr. Wurm told the Imposter that he could not wire the funds 

without at a minimum informing his immediate supervisor and the company Treasurer. Mr. Wurm 

then immediately alerted his immediate supervisor and the officers of the company of his 

suspicion: Chief Accounting Officer (Tom Edgeller), Treasurer (Perry Ewing), General Counsel 

(Tom Giles), and Chief Financial Officer (Brian Fontana). 

11. The Imposter seemed to know the normal procedures of the company and also that 

Gean Stalcup had a long-standing, very personal and familiar relationship with Mr. Wurm -- 

sufficient enough that Mr. Wurm would not question a request from the CEO. Once Mr.Edgeller 

and the other officers of the company realized that they had been a victim of fraud, they reacted 

quickly to try and retrieve the funds. The Treasurer and the Cash Manager reacted rapidly and 

attempted to recall the wire from Bank of America. Moreover, they instructed Bank of America to 

alert all the banks involved (i.e. beneficiary banks) and their security departments of the fraud. 

Finally, they filed a police report with the Houston Police Department. 

12. The funds were transferred on Wednesday May 21, 2014. As regards discovery of 

the fraud, Mr. Gean Stalcup was informed of the fraud on Tuesday May 27, 2014. The Treasurer, 

Mr. Perry Ewing received an email from Bank of America which confirmed that the funds were 

transferred on Wednesday May 21, 2014. Moreover, they were informed that the beneficiary 

account had been zeroed out and closed. 

13. Defendant was first made aware of the situation on Tuesday May 27, 2014 via the 

brokerage firm Aon Risk Services.  

14. On or about June 2, 2014, AFGlobal filed a formal proof of loss with the insurance 

carrier. A copy of the proof of loss signed under oath by Perry Ewing, Corporate Treasurer, is 

attached hereto as Exhibit B. 
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15. On July 7, 2014, comprising 35 days after the proof of loss was filed, Defendant 

denied AFGlobal’s claim in writing. A copy of this denial is attached hereto as Exhibit C; and, on 

October 9, 2014, Defendant further communicated to AFGlobal that the claim was being denied. 

A copy of the October 9, 2014 denial is attached hereto as Exhibit D. Finally, on October 30, 2015, 

a demand letter was sent by the undersigned law firm to Defendant, enclosing in the letter a report 

by an insurance underwriting expert to give Defendant notice that the failure to pay the claim and 

deny coverage under the particular facts and reasoning indicated in the letter amounted to bad 

faith.  The letter also gave notice that if payment was not made as set out in the letter, suit would 

be filed under such claim. No response was received within 60 days, and the lawsuit was filed on 

January 4, 2016. Thereafter, on January 15, 2016, Defendant, through counsel, and following 

service of the suit on Defendant, responded to AFGlobal’s October 30, 2015 letter. 

IV. CONDITIONS PRECEDENT 

16. All conditions precedent to maintaining this cause of action have been performed 

or have otherwise occurred. 

V. VICARIOUS LIABILITY 

17. Wherever in this Complaint it is alleged that Defendant did any act or thing, it is 

meant that the Defendant’s officers, agents, servants, employees or representatives did such act or 

thing that at the time such act or thing was done, it was done with the full authorization or 

ratification of the Defendant or was done in the normal and routine course and scope of 

employment of the Defendant’s officers, agents, servants, employees, or representatives. 

Accordingly, Defendant is liable to Plaintiff under the doctrines of respondeat superior, vicarious 

liability, and principal-agent, and including, all as described above, the actions of Defendant’s 

division, Chubb & Son. 
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VI. CAUSES OF ACTION 

A. BAD FAITH GENERALLY 

 

18. Having determined that the aforementioned insurance was, at the time of the 

occurrence described above, in force and effect, Plaintiff timely and properly noticed Defendant 

of the occurrence and/or loss. Plaintiff fully complied with all the conditions of the insurance 

policy prior to bringing this suit. Nevertheless, Defendant has failed and refused, and still fails and 

refuses to Plaintiff, the benefits due under the policy, as Defendant is contractually required to do. 

Said acts or practices are in violation of Chapter 541 of the Texas Insurance Code, including Tex. 

Ins. Code §541, Subchapter B. 

1. COMMON LAW BREACH OF DUTY OF GOOD FAITH AND FAIR DEALING 

23. The allegations of paragraphs 6 through 15 are incorporated herein, as if set out 

verbatim.  

24. Plaintiff would show that there was an insurance contract between the Plaintiff-

(Insured) and Defendant-(Insurer), which created a duty on the part of the insurer to deal fairly and 

in good faith with an insured in the processing of claims.  

25. Defendant breached its duty when Defendant knew, or should have known, that 

coverage of the claim, and thus, liability for payment of the claim, was reasonably clear. No 

reasonable basis exists for denying payment of the claim because the claim was in fact covered by 

the policy. It is clear from a review of the policy that coverage arises under Subparts (E) – 

“Computer Fraud Coverage” and/or (F) – “Funds Transfer Fraud Coverage.” 

26. Furthermore, Defendant’s breach proximately caused the Plaintiff’s damages. 
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2. UNFAIR SETTLEMENT PRACTICES UNDER TEXAS INSURANCE CODE CHAPTER 541 

27. The allegations of paragraphs 6 through 15 are incorporated herein, as if set out 

verbatim. 

28. Defendant’s refusal to pay or deny coverage on Plaintiff’s claim is in bad faith, both 

under the Texas common law and under the Texas Insurance Code. Defendant is liable to Plaintiff 

for unfair settlement practices because Defendant: 

a. failed to attempt in good faith to effectuate a prompt, fair and equitable 

settlement of a claim with respect to which Defendant’s liability has become 

reasonably clear; and 

b. refused to pay a claim without conducting a reasonable investigation with 

respect to the claim to settle the claim when coverage is reasonably clear.  

29. In a lawsuit filed under the aforementioned subchapters of the Texas Insurance 

Code, in particular §541 et seq., Plaintiff may obtain: 

i. Actual damages, plus court costs and reasonable and necessary attorney’s fees; 

 

ii. On a finding by the trier of fact that Defendant knowingly committed the act(s) 

complained of, an amount not to exceed three (3) times the actual damages; and 

 

iii. Any other relief which the Court deems proper. 

30. Defendant’s conduct was a producing cause of Plaintiff’s damages. 

B. BREACH OF CONTRACT 

 

31. The allegations of paragraphs 6 through 15 are incorporated herein, as if set out 

verbatim. Plaintiff would show that it entered into a binding agreement with Defendant for 

insurance, and that there existed a meeting of the minds as to the premiums to be paid by Plaintiff, 

and all actions to be taken by Plaintiff upon suffering a covered loss, and the duties and obligations 
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of Defendant toward AF Global. Defendant breached the contract by failing to pay on a covered 

claim.  

32. Defendant’s breach has proximately caused Plaintiff's damages, to include the 

policy amount, interest on the policy amount as allowed under the terms of the contract, reasonable 

and necessary attorneys' fees in prosecuting this claim to seek the policy amount, and court costs. 

C. FAILURE TO TIMELY NOTIFY CLAIMANT OF REJECTION UNDER TEXAS INSURANCE 

CODE CHAPTER 542 

 

33. The allegations of paragraphs 6 through 15 are incorporated herein, as if set out 

verbatim. 

34. Defendant’s failure to timely notify Plaintiff of the rejection of its claim was in 

violation of Texas Insurance Code § 542.056, requiring notice not later than 15 business days after 

receipt of the forms required by the insurer to secure final proof of loss.  

35. In a lawsuit filed under the aforementioned subchapters of the Texas Insurance 

Code, in particular §542 et seq., Plaintiff may obtain: 

iv. Actual damages, plus reasonable attorney’s fees to be taxed as part of the costs in 

the case; 

 

v. Interest on the amount of the claim at the rate of 18 percent a year as damages; and 

 

vi. Any other relief which the Court deems proper. 

36. Defendant’s conduct was a producing cause of Plaintiff’s damages. 

VII. ATTORNEYS FEES 

37. Plaintiff has been required to engage the services of the undersigned attorney to 

represent it in this case. Accordingly, this suit is maintained against the Defendant for reasonable 

attorneys’ fees for the services expended and to be expended in the presentation of Plaintiff’s 
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claims though the trial court and at all levels in the appellate process. All conditions precedent 

necessary for the recovery of attorneys’ fees by Plaintiff have been fulfilled. 

VIII. PUNITIVE DAMAGES 

38. The actions of the Defendant were undertaken willfully and maliciously. Defendant 

intentionally committed these wrongful acts and its actions were motivated by malice. 

Accordingly, Plaintiff is entitled to recover punitive damages. 

IX. JURY DEMAND 

39. Plaintiff respectfully demands its right to have a trial by jury and has tendered the 

appropriate jury fee to the District Clerk of Harris County, Texas prior to removal by Defendant. 

X. PRAYER 

 WHEREFORE, PREMISES CONSIDERED, Plaintiff, Ameriforge Group Inc., a Texas 

corporation, d/b/a AFGlobal Corporation respectfully requests that Defendant, Federal Insurance 

Company, an Indiana corporation admitted to conduct insurance business in Texas, including 

Chubb & Son, a division of Federal Insurance Company, be cited to appear and answer, and that 

on final trial on the merits, Plaintiff have and recover from Defendant the following: 

a. Actual damages in an amount in excess of the minimum jurisdictional limits of 

this Court; 

b. Pre-judgment at the highest legal rate; 

c. Reasonable and necessary attorneys' fees including fees in responding to an 

unsuccessful appeal by Defendant; 

d. Taxable Court costs; 

e. Interest on the amount of the claim at the rate of eighteen percent per year as 

damages; 

f. Statutory damages in the amount of three (3) times the actual damages; 

g. Post-judgment interest on the above amounts, at the highest rate as allowed by 

law; and, 

h. Such other and further relief, general or special, at law or in equity, to which the 

Court finds Plaintiff justly entitled.  
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Respectfully submitted, 

 

      CERSONSKY, ROSEN & GARCÍA, P.C.  

   

      By:   /s/ Jacquelyn D. McAnelly   

Jacquelyn D. McAnelly, TBN 24078954 

jmcanelly@law-crg.com 

ATTORNEY-IN-CHARGE 

 

Rachel R. Rosen, TBN 17264400 

r3rosen@law-crg.com 

Jim L. Garcia, TBN 07636700 

jgarcia@law-crg.com 

1770 St. James Place, Ste. 150 

Houston, Texas 77056 

Tele: (713) 600-8500 

Fax: (713) 600-8585 

ATTORNEYS FOR PLAINTIFF,  

AMERIFORGE GROUP INC., A TEXAS 

CORPORATION, D/B/A AFGLOBAL CORPORATION 

  

     

 

CERTIFICATE OF SERVICE 
 

 I hereby certify that on March 10, 2016, I electronically filed the foregoing with the Clerk 

of the Court by using the CM/ECF system which was served the document on all CM/ECF 

participants: 

 

John R. Riddle 

Toni Scott Reed 

Carla C. Crapster 

Strasburger & Price LLP 

901 Main Street, Suite 4400 

Dallas, Texas 775202 

 

Attorneys for Federal Insurance Company 

 

 

           /s/ Jacquelyn D. McAnelly   

        Jacquelyn D. McAnelly 

 

mailto:jmcanelly@law-crg.com
mailto:r3rosen@law-crg.com
mailto:jgarcia@law-crg.com
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 CHUBB GROUP OF INSURANCE COMPANIES  
 
Fifth Avenue Place, 120 Fifth Avenue, Pittsburgh, PA 15222-3008 
Phone: (412) 456-8000   Facsimile: (412) 456-8009 

   
  

 
 
  
July 7, 2014 
 
Via E-Mail 
Henry Hanke  
Claims Advocate 
Financial Services Group 
Legal & Claims Practice Group 
Aon Risk Services Central, Inc. 
200 East Randolph Street, 8th Floor 
Chicago, IL 60601 
 
RE: Insured: AF Global Corporation 
 Policy No.:  
 Policy Type: Forefront Portfolio 3.0 Policy/Crime Coverage Part 

Claim: Fraudulent Request for Transfer of Funds 
Company: Federal Insurance Company 
Claim No.:  
 

Dear Mr. Hanke: 
 
Thank you for the information that has been provided with regard to AF Global Corporation’s (“AF 
Global”) loss related to the fraudulent e-mail request for the transfer of funds.  Federal has reviewed 
the information provided and we regret that we must decline coverage for this matter under 
Forefront Portfolio Policy No. . 
 
According to the information that has been provided, on May 21, 2014, an AF Global’s Director of 
Accounting,  Glen Wurm, requested that AF Global’s bank send a wire transfer in the amount of 
$480,000 to Agriculture Bank of China based on e-mail instructions from a person purporting to be 
AF Global’s Chief Executive Officer, Gean Stalcup.  The e-mail instructions received by Mr. Wurm 
advised that this was a confidential financial operation, which should take priority over other tasks.  
The e-mail also indicated that Mr. Wurm would receive a call from Steven Shapiro, purportedly an 
attorney for KPMG.  About 30 minutes after receipt of the e-mail, Mr. Wurm received a call and an 
e-mail, purportedly from Mr. Shapiro, requesting that Mr. Wurm wire $480,000 to Agriculture Bank 
of China.  Based on the instructions from the person purporting to be Mr. Shapiro, Mr. Wurm had 
the transfer made by AF Global’s bank, Bank of America (“BOA”), pursuant to the instructions 
received in the e-mail. 
 
On May 27, 2014, the person purporting to be Mr. Shapiro, acknowledged receipt of the funds 
and asked Mr. Wurm to send an additional $18 million.  Mr. Wurm became suspicious and 
alerted his immediate supervisor and the officers of the company.  After determining that both 

EXHIBIT C
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requests were fraudulent, AF Global attempted, without success, to recall the wire from BOA 
and reported the matter to the police.  As a result, AF Global has sustained a $480,000 loss. 
AF Global purchased Forefront Portfolio 3.0 Policy  for the period of October 31, 
2013 to October 31, 2014.  The Crime Coverage Part of the Policy provides Forgery Coverage 
Computer Fraud Coverage and Funds Transfer Fraud Coverage each with a $3,000,000 limit 
and a $100,000 deductible.  
 
In consideration of payment of the premium and subject to the Declarations, General Terms and 
Conditions, and the limitations, conditions, provisions and other terms of this coverage section, 
the Company and the Insureds agree as follows: 
 
I. INSURING CLAUSES 
 

Insuring Clause (D): Forgery Coverage 
 

(D)  The Company shall pay the Parent Organization for direct loss sustained by an 
Insured resulting from Forgery or alteration of a Financial Instrument 
committed by a Third Party. 

 
Insuring Clause (E): Computer Fraud Coverage 

 
(E)  The Company shall pay the Parent Organization for direct loss of Money, 

Securities or Property sustained by an Insured resulting from Computer Fraud 
committed by a Third Party. 

 
Insuring Clause (F): Funds Transfer Fraud Coverage 

 
(F)  The Company shall pay the Parent Organization for direct loss of Money or 

Securities sustained by an Insured resulting from Funds Transfer Fraud 
committed by a Third Party. 

 
II. DEFINITIONS 
 

For purposes of this Coverage Part: 
 

Computer Fraud means the unlawful taking of Money, Securities or Property resulting 
from a Computer Violation. 
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Computer System means a computer or network of computers, including its input, 
output, processing, storage and communication facilities, and shall include off-line media 
libraries. 

 
Computer Violation means an unauthorized: 

 
(A)  entry into or deletion of Data from a Computer System; 

 
(B)  change to Data elements or program logic of a Computer System, which is kept 

in machine readable format; or 
 

(C)  introduction of instructions, programmatic or otherwise, which propagate 
themselves through a Computer System, 
 

directed solely against an Organization. 
 

Data means information contained in records, manuscripts, accounts, microfilms, tapes 
or other records, which are processed and stored in a Computer System. 

 
Financial Instrument means checks, drafts or similar written promises, orders or 
directions to pay a sum certain in money, that are made, drawn by or drawn upon an 
Organization or by anyone acting as an Organization’s agent, or that are purported to 
have been so made or drawn. 

 
Forgery means the signing of another natural person’s name with the intent to deceive, 
but does not mean a signature that includes, in whole or in part, one’s own name, with or 
without authority, in any capacity for any purpose. Mechanically or electronically 
produced or reproduced signatures shall be treated the same as handwritten 
signatures. 
 
Funds Transfer Fraud means fraudulent written, electronic, telegraphic, cable, teletype 
or telephone instructions (other than Forgery), purportedly issued by an Organization, 
and issued to a financial institution directing such institution to transfer, pay or deliver 
Money or Securities from any account maintained by such Organization at 
such institution, without such Organization’s knowledge or consent. 

 
Insuring Clause (D), Forgery Coverage requires that any alleged Forgery or alteration is 
covered only if it is on a Financial Instrument, as that term is defined.  Even if an electronic 
signature on an e-mail qualifies as a Forgery, and we do not agree that it does, there would be no 
coverage under Insuring Clause (D) because the e-mail is not a Financial Instrument.  The 
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fraudulent e-mail received by AF Global conferred no rights upon any payee but was simply an 
e-mail asking AF Global to wire transfer funds to a fraudulent account.  It was Mr. Wurm’s 
subsequent wire instructions to BOA that caused a payment to be made.  Therefore, we cannot 
agree that an e-mail qualifies as a Financial Instrument, as required by Insuring Agreement 
(D).   
 
In addition, Insuring Clause (D) requires that the loss result directly from the Forgery.  Even if 
there was a Forgery in this instance, which we dispute, the alleged Forgery on the e-mail did 
not result in any direct loss to AF Global.  If Mr. Wurm had not acted on the e-mail and had not 
instructed payment to be made by BOA, there would have been no loss.  Therefore, AF Global 
did not sustain a direct loss resulting from a Forgery on an e-mail, thus the Forgery Coverage 
does not apply to this claim. 
 
In order for coverage to apply under Insuring Clause (E), Computer Fraud Coverage there must 
be a direct loss of Money, Securities or Property sustained by AF Global resulting from 
Computer Fraud committed by a Third Party.  Computer Fraud is defined as the unlawful 
taking of Money, Securities or Property resulting from a Computer Violation.  There is no 
coverage for AF Global’s claim under Computer Fraud Coverage because there was no 
Computer Violation, as defined above.  Even though Mr. Wurm received fraudulent 
instructions via e-mail to initiate the wire transfer, it was Mr. Wurm who requested that the funds 
be transferred via wire by BOA.  Therefore, there was no unauthorized entry into, deletion of, 
change to Data or Data elements of a Computer System and no unauthorized introduction of 
instructions through a Computer System. 
 
According to the definition of Computer Violation, the unauthorized instructions must 
propagate themselves through a Computer System.  An example of this would be a computer 
virus which takes over a computer.  The e-mail instructions received by Mr. Wurm did not 
propagate themselves through a Computer System.  The e-mails entered into an e-mail in-box 
and that is where they stayed.  Secondly, the introduction of instructions must be unauthorized.  
In this case, the instructions were sent via e-mail to an in-box which was open to receive e-mails 
from anyone.  While the sender of the e-mail was acting fraudulently, it cannot be said that the 
sender was not authorized to introduce e-mails into Mr. Wurm’s e-mail in-box. 
 
The loss in this claim was caused by the transfer of funds pursuant to Mr. Wurm’s instructions to 
BOA.  No Third Party used a computer to take the funds.  The definition of Computer Fraud 
requires a taking of Money resulting from a Computer Violation.  The e-mail was not a taking 
of Money.  If Mr. Wurm had not issued instructions to BOA, there would have been no loss 
despite the e-mail.  A loss of this nature is not a Computer Fraud simply because Mr. Wurm 
acted in reliance on a fraudulent e-mail.  An e-mail is simply a means for communicating 
information; it is not a means of transferring Money. 
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Finally, there is no coverage for the loss under Funds Transfer Fraud Coverage Insuring Clause F, 
because the fraudulent written instructions were not purportedly issued by BOA.  In this case, the 
fraudulent e-mail was sent to Mr. Wurm directing him to issue a wire transfer to a fraudulent 
account.  Mr. Wurm, with knowledge and consent, then instructed BOA to issue the wire transfer to 
the fraudulent account. 
 
For the reasons outlined above, Federal declines coverage for the claim submitted by AF Global 
under the Policy for the period of October 31, 2013 to October 31, 2014. 
 
Federal’s position is based on the information received to date and is subject to further evaluation if 
additional information is provided by the Insured.  Federal expressly reserves all rights as provided 
under the Policy and at law, and neither this letter nor any subsequent investigation or inquiry is to 
be deemed an admission of liability or a waiver of any such rights. 
 
Should you have any questions or concerns regarding this matter, please feel free to contact me at 
412-456-8011 or at brobbibaro@chubb.com. 
 
 
Very truly yours, 
Chubb & Son 
A division of Federal Insurance Company 

 
Bruce Robbibaro 
Sr. Fidelity Claims Examiner 
Direct Dial: (412) 456-8011 
Fax: (412) 456-8009 
E-mail: brobbibaro@chubb.com 
 
 
 
 
 



 

 C H UBB  GRO U P OF I NS U R AN CE  CO M PA N IES 
 
Simsbury Claim Service Center 
82 Hopmeadow Street 
Simsbury, CT    06070-7683 
Facsimile: 855-842-1349 

   
   

 
 
 
 
October 9, 2014 
 
 
 
Via E-Mail 
William M. Shea  
Vice President 
Financial Services Group 
Legal & Claims Practice Group 
Aon Risk Services Central, Inc. 
200 East Randolph Street, 8th Floor 
Chicago, IL 60601 
 
RE: Insured: AF Global Corporation (“AF Global”) 
 Policy No.: (the “Policy”) 

Insurer: Federal Insurance Company (“Federal”) 
 Policy Type: Forefront Portfolio 3.0 Policy/Crime Coverage Part 

Matter: Fraudulent Request for Transfer of Funds 
Ref. No.:  
 

Dear Mr. Shea: 
 
Reference is made to your letter dated August 12, 2014, sent in response to my letter of July 7, 
2014.  Federal has carefully considered the issues raised in your letter and reaffirms its position 
that AF Global’s loss is not covered by the Crime Coverage Section of the Policy issued to AF 
Global for the reasons previously advised. 
 
Federal disagrees with your contention that Insuring Clause (D): Forgery Coverage is implicated 
by this matter. Your August 12 letter asserts that “[t]he Forgery by a Third Party in this incident 
was of a Financial Instrument.”  Federal is unaware of any authority to support your position that 
the e-mail you reference qualifies as a Financial Instrument (as that term is defined in the 
Policy).  To be a Financial Instrument, the subject e-mail must be a check, draft, or a similar 
written promise, order or direction to pay a sum certain in money that is made, drawn by or 
drawn upon an Organization or by anyone acting as an Organization’s agent, or that is 
purported to have been so made or drawn.  Your August 12 letter appears to argue that “[t]he 
email constituted an order or direction to pay” because Mr. Shapiro’s May 21, 2014 e-mail 
contained wire transfer instructions as to where the funds (apparently discussed in a separate 
phone conversation between “Mr. Shapiro” and Mr. Wurm) were to be sent.  This argument 
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ignores the fact that what defines a Financial Instrument under the Policy is not merely the 
existence of a written promise, order or direction to pay, but a written promise, order or direction 
to pay that is “similar” to a “check” or “draft”.  In the context of a commercial crime policy, 
“checks” and “drafts” are widely understood to be types of negotiable instruments.  They 
represent unconditional written orders or promises to pay a fixed amount of money on demand, 
or at a definite time, to a payee or bearer, and they can be transferred outside of the maker or 
drawer’s control.  The e-mail at issue in this matter -- which is not negotiable -- is in no way 
similar to these types of instruments.  By way of example, Federal’s counsel suggested that we 
refer you to Vons Companies, Inc. v. Fed. Ins. Co., 57 F. Supp. 2d 933, 945 (C.D. Cal. 1998) 
aff'd, 212 F.3d 489 (9th Cir. 2000), particularly at page 945, wherein the Court stated that 
“coverage requires forgery of certain types of documents.  It is not the same to say that the 
investors' reliance on the legitimacy of the invoices, purchase orders, and wire information is 
interchangeable with the forgery of a negotiable instrument or its equivalent.  [T]he rationale 
behind making forgery a crime is the need of business to rely on negotiable instruments. [] As a 
result, the documents have traditionally been those with legal effect, documents that can be 
‘deposited.’ The invoices and other documents here, are not of that type. There can be no doubt, 
moreover, that the policy unequivocally contemplates documents of the same type and effect as 
checks and drafts.”1 
 
Federal also disagrees with your argument that Insuring Clause (E): Computer Fraud Coverage is 
implicated by this matter.  Your August 12 letter asserts that the subject e-mail to Mr. Wurm 
constitutes “an unauthorized introduction of instructions, programmatic or otherwise, which 
propagate themselves through a Computer System.”  Federal is not aware of any relevant 
authority to support the position that receipt of the subject e-mail constitutes an “unauthorized 
introduction of instructions…which propagate themselves through a Computer System.” 
Federal’s counsel has advised that the June 24, 2011 Owens Schine Memorandum of Decision 
referenced in your letter has no bearing on the present matter.  Counsel has indicated that apart 
from the fact that Owens Schine addressed a materially different definition of “Computer Fraud” 
in an unpublished decision under Connecticut law, your August 12 correspondence also fails to 
identify that a subsequent Order was issued on or about April 18, 2012 (and entered on the 
Owens Schine docket on or about April 27, 2012) indicating that, among other things, the June 
24, 2011 Memorandum of Decision upon which you rely was vacated. 
 
Federal’s counsel further advises that Federal’s position that the term “unauthorized” in the 
definition of Computer Violation requires a hacking event -- in which someone obtains 
unauthorized access or entry to a computer -- is supported by a number of recent instructive 
decisions.  In particular, Federal’s counsel suggested we refer you to the following cases: 
Universal Am. Corp. v. Nat’l Union Fire Ins. Co. of Pittsburgh, PA, 38 Misc. 3d 859 (N.Y. Sup. 
                                                           
1 In any event, Federal does not concede that the subject e-mail contains a Forgery as that term is defined by 
the Policy. 
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Ct. 2013), aff’d, 110 A.D.3d 434 (1st Dep’t, 2013)(which, counsel advises us, at page 434 states 
that the “plain meaning of defendant's computer systems fraud rider, covering loss from a 
fraudulent ‘entry of electronic data’ or ‘change of electronic data’ within the insured's 
proprietary computer system, was intended to apply to wrongful acts in manipulation of the 
computer system, i.e., by hackers, and did not provide coverage for fraudulent content....”), leave 
to appeal granted, 23 N.Y. 3d 904 (2014); Pestmaster Servs., Inc. v. Travelers Cas. & Sur. Co. 
of Am., 2:13 cv-5039 (JFW MRWX), 2014 WL 3844627 (C.D. Cal. July 17, 2014)(which, 
counsel advises us, at page *7 indicates that the conduct at issue “does not constitute ‘Computer 
Fraud’ as defined by the Policy because the transfer of funds was at all times authorized and did 
not involve hacking or any unauthorized entry into a computer system”); and Brightpoint, Inc. v. 
Zurich Am. Ins. Co., 2006 WL 693377 (S.D. Ind. 2006)(which, counsel advises us, at page *7 
rejects the insured’s argument that “all that is required in terms of [computer fraud] coverage is 
the use of a computer followed by a theft that is some way connected to the use of the 
computer”). 
 
Federal also maintains that the subject e-mail is not reasonably characterized as “an unauthorized 
introduction of instructions” -- to the extent that the purported “instructions” were “introduced” 
via a publicly accessible e-mail in-box.  Further, there is no evidence that even suggests that the 
claimed “instructions” were capable of spreading on their own (i.e., they cannot “propagate 
themselves”).  To the contrary, the facts indicate that the Insured’s loss was caused by a social 
engineering ploy (as to which computer use was, at most, incidental), not “Computer Fraud”, as 
that term is defined in the Policy. 
 
Federal also disagrees with your contention that Insuring Clause (F): Funds Transfer Fraud 
Coverage is implicated by this matter.  In order for the Funds Transfer Fraud Coverage to 
apply, fraudulent instructions to the bank must purport to have been issued by the Insured, but 
without the Insured’s knowledge or consent.  In this case, AF Global’s proof of loss confirms 
that the instructions to the bank were in fact issued by AF Global -- not another party purporting 
to be AF Global -- and the instructions were issued with AF Global’s knowledge and consent.   
 
Finally, Federal respectfully disagrees with your conclusory assertion that any of the undefined 
terms in the Policy are ambiguous. 
 
For the reasons outlined above and in our prior letter dated July 7, 2014, Federal maintains its 
declination of coverage for the claim submitted by AF Global under the Policy for the period 
October 31, 2013 to October 31, 2014. 
 
Federal’s position is based on the information received to date and is subject to further 
evaluation if additional information is provided by the Insured.  Federal expressly reserves all 
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rights as provided under the Policy and at law, and neither this letter nor any subsequent 
investigation or inquiry is to be deemed an admission of liability or a waiver of any such rights. 
 
Should you have any questions or concerns regarding this matter, please feel free to contact me 
at 412-456-8011 or at brobbibaro@chubb.com. 
 
Very truly yours, 
Chubb & Son 
A division of Federal Insurance Company 

 
Bruce Robbibaro 
Sr. Fidelity Claims Examiner 
Direct Dial: (412) 456-8011 
Fax: (855) 842-1349 
E-mail: brobbibaro@chubb.com 
 
 
cc: Henry Hanke  
 Claims Advocate 
 Financial Services Group 
 Legal & Claims Practice Group 
 Aon Risk Services Central, Inc. 
 200 East Randolph Street, 8th Floor 

Chicago, IL 60601 
 


