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SPECIFICATION 1: In that Private First Class Bradley E. Manning, U.S. Anny, did, between on or about 
19 2009 and on or about 27 May 2010, at or near Contingency Operating Station Hammer, Iraq, 
VlOL~le a lawful general regulation, to wit: Paragraph 4-6(k), Anny Regulation 25-2, dated 24 October 2007, 
by introducing a classified video of a military operation filmed at or near Baghdad, Iraq, on or 

12 July 2007, onto his personal computer, a non-secure information system. 

SPEClFICATION 2: In that Private First Class Bradley E. Manning, U.S. Army, did, between on or about 
19 2009 and on or about 27 May 2010, at or near Contingency Operating Station Hammer, Iraq, 
VlO .L~le a lawful general regulation, to wit: Paragraph 4-6(k), Anny Regulation 25-2, dated 24 October 2007, 
by introducing more than 50 classified United States Department of State cables onto his 

computer, a non-secure information system. 

SPECIFICATION 3: In that Private First Class Bradley E. Manning, U.S. Anny, did, between on or about 
19 2009 and on or about 27 May 2010, at or near Contingency Operating Station Hammer, Iraq, 

a lawful general regulation, to wit: Paragraph 4-6(k), Anny Regulation 25-2, dated 24 October 2007, 
by introducing a classified Microsoft Office PowerPoint presentation onto his personal computer, 
a system. 

(SEE CONTINUATION SHEET) 
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AFFlt'A'IIT ,: Before me, the undersigned, authorized by law to administer oaths in cases of this character, personally appeared the 
named accuser this _ , _ day of July, 2010, and signed the foregoing charges and specifications under oath that he is a person 
to the Uniform Code of Military Justice and that he either has personal knowledge of or has investigated the matters set forth 

m'''I'''''o that the same are true to the best of his knowledge and belief. 
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SPECIFICATION 4: In that Private First Class Bradley E. Manning, U.S. Army, did, between 
on or about 19 November 2009 and on or about 3 April 2010, at or near Contingency Operating 
Station Hammer, Iraq, violate a lawful general regulation, to wit: Paragraph 4-5(a)(3), Army 
Regulation 25-2, dated 24 October 2007, by wrongfully adding unauthorized software to a Secret 
Internet Protocol Router network computer. 

CHARGE II : VIOLATION OF THE UCMJ, ARTICLE 134 

SPECFICATION I: In that Private First Class Bradley E. Manning, U.S. Army, did, at or near 
Contingency Operating Station Hammer, Iraq, between on or about 19 November 2009 and on or 
about 5 April 2010, have unauthorized possession of photographs relating to the national 
defense, to wit: a classified video of a military operation filmed at or near Baghdad, Iraq, on or 
about 12 July 2007, and did willfully communicate, deliver and transmit the video, or cause the 
video to be communicated, delivered, and transmitted, to a person not entitled to receive it, in 
violation of 18 U.S. Code Section 793(e), such conduct being prejudicial to good order and 
discipline in the armed forces and being of a nature to bring discredit upon the armed forces. 

SPECIFICATION 2: In that Private First Class Bradley E. Manning, U.S. Anny, did, at or near 
Contingency Operating Station Hammer, Iraq, between on or about 19 November 2009 and on or 
about 5 April 2010, knowingly exceed his authorized access on a Secret Internet Protocol Router 
network computer and obtain infonnation that has been detennined by the United States 
Government pursuant to an Executive Order or statute to require protection against unauthorized 
disclosure for reasons of national defense, to wit: a classified video of a military operation 
filmed at or near Baghdad, Iraq, on or about 12 July 2007, and did willfully communicate, 
deliver and transmit the video, or cause the video to be communicated, delivered and transmitted, 
to a person not entitled to receive it, with reason to believe that such infonnation could be used 
to the injury of the United States or the advantage of any foreign nation, in violation of 18 U.s. 
Code Section 1030(a)(1), such conduct being prejudicial to good order and discipline in the 
armed forces and being of a nature to bring discredit upon the armed forces. 

SPECIFICATION 3: In that Private First Class Bradley E. Manning, U.S. Anny, did, at or near 
Contingency Operating Station Hammer, Iraq, between on or about 13 January 2010 and on or 
about 19 February 2010, knowingly exceed his authorized access on a Secret Internet Protocol 
Router network computer and obtain infonnation that has been detennined by the United States 
Government pursuant to an Executive Order or statute to require protection against unauthorized 
disclosure for reasons of foreign relations, to wit: a classified United States Department of State 
cable titled "Reykjavik 13," and did willfully communicate, deliver and transmit the cable, or 
cause the cable to be communicated, delivered, and transmitted, to a person not entitled to 
receive it, with reason to believe that such information could be used to the injury of the United 
States or the advantage of any foreign nation, in violation of 18 U.S. Code Section 1 030(a)(1), 
such conduct being prejudicial to good order and discipline in the anned forces and being of a 
nature to bring discredit upon the armed forces. 
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SPECIFICATION 4: In that Private First Class Bradley E. Manning, U.S. Army, did, at or near 
Contingency Operating Station Hammer, Iraq, between on or about 19 November 2009 and on or 
about 24 May 2010, knowingly exceed his authorized access on a Secret Internet Protocol Router 
network computer and obtain information that has been determined by the United States 
Government pursuant to an Executive Order or statute to require protection against unauthorized 
disclosure for reasons of foreign relations, to wit: more than 50 classified United States 
Department of State cables, and did willfully communicate, deliver and transmit the cables, or 
cause the cables to be communicated, delivered, and transmitted, to a person not entitled to 
receive them, with reason to believe that such infonnation could be used to the injury of the 
United States or the advantage of any foreign nation, in violation of 18 U.S. Code Section 
1030(a)(1), such conduct being prejudicial to good order and discipline in the armed forces and 
being of a nature to bring discredit upon the anned forces. 

SPECIFICATION 5: In that Private First Class Bradley E. Manning, U.S. Army, did, at or near 
Contingency Operating Station Hammer, Iraq, between on or about 19 November 2009 and on or 
about 5 April 2010, intentionally exceed his authorized access on a Secret Internet Protocol 
Router network computer and obtain infonnation from the United States Department of Defense, 
to wit: a classified video of a military operation filmed at or near Baghdad, Iraq, on or about 12 
July 2007, in violation of 18 U.S. Code Section I030(a)(2), such conduct being prejudicial to 
good order and discipline in the armed forces and being of a nature to bring discredit upon the 
anned forces. 

SPECIFICATION 6: In that Private First Class Bradley E. Manning, U.S. Army, did, at or near 
Contingency Operating Station Hammer, Iraq, between on or about 13 January 2010 and on or 
about 19 February 2010, intentionally exceed his authorized access on a Secret Internet Protocol 
Router network computer and obtain information from the United States Department of State, to 
wit: a classified cable titled "Reykjavik 13," in violation of 18 U.S. Code Section 1030(a)(2), 
such conduct being prejudicial to good order and discipline in the armed forces and being of a 
nature to bring discredit upon the armed forces. 

SPECIFICATION 7: In that Private First Class Bradley E. Manning, U.S. Army, did, at or near 
Contingency Operating Station Hammer, Iraq. on divers occasions, between on or about 19 
November 2009 and on or about 27 May 2010, intentionally exceed his authorized access on a 
Secret Internet Protocol Router network computer and obtain infonnation from an the United 
States Department of State, to wit: more than 150,000 diplomatic cables, in violation of 18 U.S. 
Code Section 1030(a)(2), such conduct being prejudicial to good order and discipline in the 
armed forces and being of a nature to bring discredit upon the armed forces. 
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SPECIFICATION 8: In that Private First Class Bradley E. Manning, U.S. Anny, did, at or near 
Contingency Operating Station Hammer, Iraq, on divers occasions, between on or about 19 
November 2009 and on or about 27 May 2010, intentionally exceed his authorized access on a 
Secret Internet Protocol Router network computer and obtain information from the United States 
Department of Defense, to wit: a classified Microsoft Office PowerPoint presentation, in 
violation of 18 U .S. Code Section 1030(a)(2), such conduct being prejudicial to good order and 
discipline in the rumed forces and being of a nature to bring discredit upon the anned forces. 

(END OF CHARGES) 


