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November 15,2024 
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1 write on behalf of Maxar Space Systems to inform you of a recent security incident involving your personal 
data. 

o— 
Our information security team discovered that a hacker using a Hong Kong-based IP address targeted and 
accessed a Maxar system containing certain files with employee personal data. When we discovered this on 
‘October 11,2024, we took immediate action to prevent further unauthorized access to the system. Nevertheless, 
‘according to our investigation, the hacker likely had access to the files on the system for approximately one 
‘week before this action was taken. 

“The files on the system contained the following categories of personal data: 

+ Home address 
«Social security number 
«Business contact information (business phone, location, business email, etc.) 
+ Gender 

«Employee number 
«Job title 
«Hire date, role start date, and, if applicable, termination date 
+ Supervisor 

These files did not contain any bank account information or dates of birth. 

— 
We are providing this notification to enable you to take action to protect yourself. In addition, we have notified 
law enforcement of the incident. As is required under the laws of some states, we note that this notification has



 

 

not been delayed due to any law enforcement investigation. We are also taking additional actions as required 
by the laws of the states where residents were affected by this security incident.  

In addition, we have retained an outside third party to assist us in investigating the incident and confirming that 
the circumstances that allowed the hacker’s unauthorized access have been fully and permanently eliminated.  

What You Can Do 
 
In line with best practices, we strongly encourage you to take steps to protect yourself from identity theft and 
other misuse of your personal information:  

1. Closely monitor your financial accounts, particularly including your account statements, and promptly 
contact your financial institution if you notice any unusual activity. You may also wish to contact your credit 
or debit card issuer to determine whether a new card should be issued and whether additional security or 
protective measures should be placed on your account(s).  

• Current Maxar employees should strongly consider enrolling in IDShield identity protection, which 
includes credit monitoring. Maxar pays for the cost of this service. You can connect with IDShield 
at https://www.idshield.com/ or by phone at 1-833-690-6121.  Maxar is also providing former 
employees with a full year (or longer, where required by law) of credit report monitoring.  

• For former Maxar employees, Maxar is offering identity protection and credit monitoring through 
IDX. We encourage you to contact IDX with any questions and to enroll in free identity protection 
services by calling 1-833-903-3648, going to https://app.idx.us/account-creation/protect, or 
scanning the QR image and using the Enrollment Code provided above. IDX representatives are 
available Monday through Friday from 9 am - 9 pm Eastern Time. Please note the deadline to enroll 
is February 15, 2025.  

2. We strongly encourage you to report incidents of suspected identity theft to law enforcement. 

3. You may also obtain a free copy of your credit report from each of the three major credit reporting 
agencies once every year by visiting https://www.annualcreditreport.com or by calling toll-free 877-322-8228. 

4. You also may want to place a security freeze on your credit files by calling each of the three credit 
reporting agencies. Freezing credit files will prevent someone from using your personal information to open 
new accounts or borrow money in your name. Please understand that when you place the freeze, you will not 
be able to borrow money, obtain instant credit, or get a new credit card unless you temporarily or permanently 
remove the freeze. 

You can contact the major credit reporting agencies using the information below. 

Equifax    
1-888-685-1111 (for fraud alerts: 1-888-766-0008, for security freezes: 1-800-685-1111) 
P.O. Box 740241 
Atlanta, GA 30374 
https://www.equifax.com/personal/credit-report-services/ 
 
Experian  
1-888-397-3742 
P.O. Box 4500 
Allen, TX 75013 



 

 

https://www.experian.com/help/ 
 
Trans Union  
1-800-916-8800 
P.O. Box 2000 
Chester, PA 19022 
https://www.transunion.com/credit-help 
 

We sincerely regret this security incident and any inconvenience it may cause you.  

For More Information 
 
If you have questions, you can contact us at privacy@maxar.com. 
 
 
Sincerely, 
 
 
 
 
Quincy Stott 
General Counsel 
Enclosure: Additional Information About Identity Protection  



 

 

 
Additional Information About Identity Protection 

 
You can obtain additional information about the steps you can take to avoid identity theft from the following agencies. 
The Federal Trade Commission also encourages those who discover that their information has been misused to file a 
complaint with them. 
 
California Residents: Visit the California Office of Privacy Protection (www.oag.ca.gov/privacy) for additional 
information on protection against identity theft. Office of the Attorney General of California, 1300 I Street, Sacramento, 
CA 95814, Telephone: 1-800-952-5225. 
 
Maryland Residents: Office of the Attorney General of Maryland, Consumer Protection Division 200 St. Paul Place 
Baltimore, MD 21202, www.oag.state.md.us/Consumer, Telephone: 1-888-743-0023.  
 
New Mexico Residents: You have rights pursuant to the Fair Credit Reporting Act, such as the right to be told if 
information in your credit file has been used against you, the right to know what is in your credit file, the right to ask for 
your credit score, and the right to dispute incomplete or inaccurate information.  Further, pursuant to the Fair Credit 
Reporting Act, the consumer reporting agencies must correct or delete inaccurate, incomplete, or unverifiable information; 
consumer reporting agencies may not report outdated negative information; access to your file is limited; you must give 
your consent for credit reports to be provided to employers; you may limit “prescreened” offers of credit and insurance 
you get based on information in your credit report; and you may seek damages from a violator. You may have additional 
rights under the Fair Credit Reporting Act not summarized here. Identity theft victims and active duty military personnel 
have specific additional rights pursuant to the Fair Credit Reporting Act.  You can review your rights pursuant to the Fair 
Credit Reporting Act by visiting www.consumerfinance.gov/f/201504_cfpb_summary_your-rights-under-fcra.pdf, or by 
writing Consumer Response Center, Room 130-A, Federal Trade Commission, 600 Pennsylvania Ave. N.W., 
Washington, D.C. 20580. 
 
New York Residents: the Attorney General may be contacted at: Office of the Attorney General, The Capitol, Albany, 
NY 12224-0341; 1-800-771-7755; https://ag.ny.gov/. 
 
North Carolina Residents: Office of the Attorney General of North Carolina, 9001 Mail Service Center Raleigh, NC 
27699-9001, www.ncdoj.gov, Telephone: 1-919-716-6400. 
 
Oregon Residents: Oregon Department of Justice, 1162 Court Street NE, Salem, OR 97301-4096, www.doj.state.or.us/, 
Telephone: 1-877-877-9392 
 
Rhode Island Residents: Office of the Attorney General, 150 South Main Street, Providence, Rhode Island 02903, 
www.riag.ri.gov, Telephone: 1-401-274-4400 
 
All US Residents: Identity Theft Clearinghouse, Federal Trade Commission, 600 Pennsylvania Avenue, NW 
Washington, DC 20580, https://consumer.ftc.gov, 1-877-IDTHEFT (438-4338), TTY: 1-866-653-4261. 

 




